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V’ What is FORCEnet? FORCEnet

Network Centric Warfare is the theory.

Net-Centric Operations is the concept.

FORCEnet is the process of making the
theory and concept a reality.

“FORCEnet is the operational construct
and architectural framework for Naval
Warfare in the Information Age which

Integrates Warriors, sensors, networks,
command and control, platforms and
weapons into a networked, distributed

combat force, scalable across the
spectrum of conflict from seabed to
space and seato land.”*

*CNO's Strategic Study Group - XXI definition from 22 July 02 CNO Briefing
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V( Push to a Common Environment FORCEnet
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Distributed Services Born Joint  FORCEnet
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Composeable Warfighting:

: L FORCEnet
Overland Cruise Missile Defense (example)
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v’ What problem are we trying to solve? FoRrcEnet
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v’ What Needs To Be Done FORCEnet
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FORCEnNet Development Process FORCEnet
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SPAMAR SPAWAR C4ISR CHENG Role

X 4 as directed by ASN RDA HRRLEnet

R112123Z0CT02

SUBJ/ REALI GNVENT OF THE OFFI CE OF THE SECRETARY
OF THE NAVY FOR RESEARCH, DEVELOPNMENT AND
ACQUI SI TI ON, SYSCOVB AND PECS/ /

PARA 4. ..COVWANDER SPAWARSYSCOM W LL BE ADDU AS
THE C41 CH EF ENG NEER TO ALL THE OTHER
SYSCOVE AND W LL HAVE OVERSI GHT OF ANY (4l
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FUNCI TON IS TO ENSURE THAT ALL C4l SYSTEMS,
EVEN THOSE RELATED TO COMBAT OR PLATFORM
SYSTEMS ARE DEVELOPED AS PART OF A COHERENT
CAl ARCH TECTURE.
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V’ Purpose for Architectures FORCEnet

« Architectures are used to describe
— What exists today plus planned/funded (Baseline)
— What should exist in the future (Target)

« What will be based on what Is (exists today) and
what should be (future Target) INnvolves decision
making by:

— Warfighters

— Resource Sponsors

— Acquisition and Technology managers
— System Developers

Architectures provide the information needed to
support the decision making process

-15-
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V’ Basic Architecture Components FORCEnet

» Operational Architecture (OA) View
describes “WHAT” is to be built- it
Identifies process and information
requirements.

Oper ational
Architecture

One Architecture

» Systems Architecture (SA) View

Technical describes “HOW” the process and
architecture information requirements identified in the
OA are implemented - provides both
functional and physical descriptions.

Ar?hfﬂjre » Technical Architecture (TA) View
identifies the “BUILDING CODE”
(Standards) to be used it the development.

Three Views
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DoD Architecture Framework
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SPAWAR FORCEnNet Architecture &
N 4 Standards Volume | HORIEnet

Table of Contents:

1.0 FORCEnNet Definition
1.1 FORCEnet Objective-Transformation

. . FORCEnNet
1.2 Architecture Overview e
2.0 Background Architecture & Standards
2.1 Sea Power 21 Pillars Volume |
22 FORCEnet Precepts Operational & Systems View

2.3 FORCEnet Architectural Scope
2.4 FORCEnet Development Process
2.5 FORCEnNet Architecture Approach

3.0 FORCEnet Requirements
3.1 Operational View (OV-1)
3.2 Initial Capabilities Document (ICD) Office of the Chief Engineer
3.3 Fleet Capability Needs SPAWAR 05

4.0 FORCEnNet Drivers
4.1 DoD Drivers
4.2 Naval Version 1.4 30 April 2004
4.3 Commercial Technology Update
4.4 Allied/Coalition Interoperability
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V. . : FORCEnNet
’ FORCEnNet Process Bringing it all together...
FORCEnet Development .
Process
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